Supplier Communication - Covisint

Dear Supplier,

As you have permission to access the Adient Portal (Global Supplier Scorecard report, GLIMS) via
Covisint, we want to inform you of a security update

Covisint is enhancing their security layer in order to align with industry best practices for security and
data integrity. What this means for you:

e Please ensure your browser(s) are compatible with TLS 1.2 (Transport Layer Security). You can refer
to the attached FAQ and also by visiting the SSL Labs site to see if your browser(s) need to be
updated.

e Verify your browser capability with TLS1.2 by November 1.
e Failure to update your browser will result in the inability to use the Adient Portal on Covisint to

aCCess your scoreca rd.

Thank you for your attention to this safety item,

Adient Procurement and Supply Chain


https://www.ssllabs.com/ssltest/viewMyClient.html

How to check if your browser is compatible Covisint :

1. Access the below URL:
https://www.ssllabs.com/ssltest/viewMyClient.html

2. Look for the following message on your screen:
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You are here: Home > Projecis = SSL Client Test
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SSL/TLS Capabilities of Your Browser

Other User Agents »
User Agent: Mozilla/5.0 (Windows NT 6.1; WOW&64; Trident/7.0; rv:11.0) like Gecko

Protocol Support

Your user agent has good protocol support.
Your user agent supports TLS 1.2, which is recommended protocol version at the moment

3. If you did not get the above message, contact your IT department and forward the attached

documentation to help you update your browser(s) as appropriate.
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